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1. IXC®HIT

KT a7 7 AV eHET, MGG (LGPKI) ©%% CA BWRITT 5%
FHEED T T AN ERLTEBEDTH D,

2. #H#% CA

ik CA D DIRAIT SN DK LB E SFEE, B B4 E, U v 7 iEHEL RS
U 2 MCRL/ARL) 7 v 7 7 A V&7,

21. EHES w77 AV

H G AN AHARGRREAAR IS B W TIEM S Mk CA 22O RITSNDEHEFE v 7

7 A I ERT,

2.1.1. BEb@fERESEHE

(1) FEPAZEFEAESE (Basic)

version

organizationName

organizationalUnitName

version EBFEAEIA—IVEDN—D3FBF
#:INTEGER
fE:2
serialNumber
certificateSerialNumber BEFILAEOVIT7ILVES
- INTEGER
E: 1=—HL BN
sighature
algorithmldentifier EFIIAB~NDERICERASNBET7ITIXLOEF
(DRSS L/ N\ BEH)
algorithm EES7ILTVXLOATSIIRD
#1-01D
fiE:128401135491 1 11
parameters EE7ILT) X LD
FI-NULL
{E: %L
validity
validity B FEEEAE DA ZhHAR
notBefore B 4E B B
#1:UTC Time
{ig : yymmddhhmmssZ
notAfter 2T HE
#1:UTC Time
{ig : yymmddhhmmssZ
issuer
countryName BFILAERITEDOESL
E4 niE
&Y PrintableString
fE:JP

EFIEASRITHEOMABA (A AKX FER R ER)
HE#E A DE

# . UTF8String

{l& : LGPKI
EFIIASRITEOHBEMASL
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& :UTF8String

WEMLDE
{iE : Organization CA U8

localityName

organizationalUnitName

commonName

subject
countryName EFIIRAEMAEOES
E 4 0 fE
&: PrintableString
{E:JP
organizationName EFIIAERMAEDOHERA
BanE

&) UTF8String

{i& : Local Governments
ETFIIFAEMAEDOMIEA
3t 35 4 0D fE

&1 :UTF8String

£ #PERFIR A (EFE
BFIRAEMAEOHBEMASA
HEE (I 2 DE

#4: UTF8String

fE: A N FEE (KRR
BFIAEMAEOERAW
EF&HOE

#4: UTF8String

i {FRBHE—RYN T =IO X TLNEH SHEI1—F

subjectPublicKeylnfo

subjectPublicKeyInfo

algorithmldentifier

algorithm

parameters

subjectPublicKey

EFRIAEMAE O LBRICEE T 51FH
S 7T X LOEAF (AEREIES L/ v 1 B8

RSAEncryption
EES7NITVXLDOFTOIHID
#:0ID

fi£:1 2 840 113549 1 1 1(RSAEncryption)
EB7 LTV LD

FI-NULL

{E: %L
R E

.BIT STRING

fif: ABAGRE




(2) REPA FARAEPL IR AEI (exten

sions)

|authorityKeyldentifier (D)T4HhITSY =FALSE)

authorityKeyldentifier
keyldentifier

EFIIAESRITEDOAREICET21EE
AEREOERF SHA-1 160bit

&4 OCTET STRING

f: 2 =—%/31F5]

subjectKeyldentifier (©2')T4AJL25% = FALSE)

subjectKeyldentifier

BFRRAERAEOLFRROBEAN T
SHA-1 160bit
#1: OCTET STRING
E: 2 =—9%/ 31+l

keyUsage (OUTA1HhILISHT =T

RUE)

keyUsage

BOERBM
&1 - BitString
{l£: 101000000 (digitalSignature . keyEncipherment)

certificatePolicies (2 T4HhILTIS5% = TRUE)

policylnformation
policyldentifier

policyQualifiers
policyQualifierID

qualifier

RUD BT B1E#R
RS DATOHRID
#-0ID
fi£:1 2 392 200110 10851 8 10
R AGHF
RYAEMF DA T I ID
#:0ID
fE:136155721
CPS ~M A4 (URID)
& :1A5String
{i& : http://www.lgpki jp

cRLDistributionPoints (£2')F47)

L2354 =FALSE)

cRLDistributionPoints
distributionPoint
fullName
DirectoryName
CountryName

OrganizationName

organizationalUnitName

CRL E2fi m ICBE T 5183
CRL E27i

CRL EEHEDTALIMIA
CRL Befi R DEA
EIEAOL
&Y - PrintableString
fig:uP
CRL Eefi m DA% &
A DiE
&I : UTF8String
{if : LGPKI
CRL Edfi m DAR#REL 14
RS 4 D fE
&I : UTF8String
{i£ : Organization CA U8




2.1.2. HCB4LIHE

(1) FERHEFAGEHIR (Basic)

version
version EFIRAEIF—IvbON—230B S
& :INTEGER
fE:2
serialNumber
certificateSerialNumber EFIIAZED 7 ILES
I INTEGER
fif: 2 =—VBH
signature
algorithmldentifier EFIIAE~DERICERASN-BES7ITIXLOEF
(AFRES L/ v %)
algorithm EEFIIVALDAT IR ID
#-0ID
fiE:128401135491 1 11
parameters ES7ILT) X LD
&:NULL
il %L
validity
validity EFIEBREOAE M
notBefore Bfts B B
:UTC Time
{i : yymmddhhmmssZ
notAfter LT HE
:UTC Time
{i : yymmddhhmmssZ
issuer
countryName BEFIIAERTEOES
E 4 niE
#Y - PrintableString
fig:uP
organizationName BEFEIAERTEOHEBA (AN HFEASZEITELR)
BanlE
#1: UTF8String
{if : LGPKI
organizationalUnitName EFIIAZERTEOHGE LA
WEMLDE
Y- UTF8String
{iE : Organization CA U8




subject

countryName

organizationName

organizationalUnitName

EFIIAEBMAEEOES
E 4 D fE
&: PrintableString
fi:JP
EFIIAEMASOHARA A HEFEBEITER)
BanE
& - UTF8String
{l& : LGPKI
EFIIRAEMAE MBS
BHEALOE
& - UTF8String
{i& : Organization CA U8

subjectPublicKeyInfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIIAEMAEDARRICET 5i15Hk
EE7ITUVXLOERF(ARREES L/ W 1EA%)
ES7ITVXLOATSIHH D

#:0ID

fiE:1 2 840 113549 1 1 1(RSAEncryption)
EE 7TV LD

#I-NULL

fE: 4L
AR E
- BIT STRING
5 : ABARIE




(2) FIERH ERE AR IREIK (extensions)

|authorityKeyldentifier (D)T4hIL

75% = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAESRITEDOAREICET21EE
ABEDERIF SHA-1 160bit

&4 OCTET STRING

ff: 2 =—2%/\1F51

subjectKeyldentifier (©2')T4AJL25% = FALSE)

subjectKeyldentifier

EFIBAEMAE ChAA#EEK) OLRRBOMBAF
SHA-1 160bit

#1: OCTET STRING

E: 2 =—9%/ 31+l

keyUsage (OUTAHhILISHT =T

RUE)

keyUsage

BOERBM
&1 - BitString
{l£ :000001100(keyCertSign. cRLSign)

subjectAltName (9T 4HIL IS4 = FALSE)

subjectAltName
directoryName
countryName

organizationName

BFIIRAEMAEDRRICEET 5158
FT A & Al &
BFIIAEMAEDES

E4&DE

#Y - PrintableString

fE:JP

BFIRAEMESOHEBE

B DE

#4: UTF8String

fif : #h A 2 H FAH G PR R R

organizationalUnitName EFIAEmAEEOMABEAAA
BRI DE
Y- UTF8String
fif: {HBEREL D
basicConstraints (9T 4HJLT7S% = TRUE)
basicConstraints E AR
cA CAMNESIHLETRTISY
#1:BOOLEAN
{i£: TRUE
cRLDistributionPoints (2T 4HhJL75% = FALSE)
cRLDistributionPoints CRL E2fi mI<BE 9 515
distributionPoint CRL B2 sm
fullName
directoryName CRLEFmDTALINIA
countryName CRL BEBEfim DE %A
E 4 niE
#Y - PrintableString
fig:uP
organizationName CRL Eefi m DA
a4 DE
Y- UTF8String
fif : LGPKI
organizationalUnitName CRL E2#i m DA B fIH
B BT 4 D E

# . UTF8String
{i : Organization CA U8




21.3. VU 7EEHE

(1) FIEBAEFHLAGEIE (Basic)

version
version EFIRAEIF—IvbON—230B S
& :INTEGER
fE:2
serialNumber
certificateSerialNumber EFIIAZED 7 ILES
I INTEGER
fif: 2 =—VBH
signature
algorithmldentifier EFIIAE~DERICERASN-BES7ITIXLOEF
(AFRES L/ v %)
algorithm EEFIIVALDAT IR ID
#:0ID
fiE:12840 1135491 1 11
parameters ES7ILT) X LD
&:NULL
il %L
validity
validity EFIEBREOAE M
notBefore Bfts B B
:UTC Time
{i : yymmddhhmmssZ
notAfter 2T BF
:UTC Time
{i : yymmddhhmmssZ
issuer
countryName BEFIIAERTEDOES
E 4 niE
#Y - PrintableString
fig:uP
organizationName BEFEIAERTEOHEBA (AN HFEASZEITELR)
BanlE
#1: UTF8String
{if : LGPKI
organizationalUnitName EFIIAZERTEOHGE LA
WEMLDE
Y- UTF8String
{iE : Organization CA U8




subject

countryName

organizationName

organizationalUnitName

EFIIAEBMAEEOES
E 4 D fE
&: PrintableString
fi:JP
EFIIAEMASOHARA A HEFEBEITER)
BanE
& - UTF8String
{l& : LGPKI
EFIIRAEMAE MBS
BHEALOE
& - UTF8String
{i& : Organization CA U8

subjectPublicKeyInfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIIAEMAEDARRICET 5i15Hk
EE7ITUVXLOERF(ARREES L/ W 1EA%)
ES7ITVXLOATSIHH D

#:0ID

fiE:1 2 840 113549 1 1 1(RSAEncryption)
EE 7TV LD

#I-NULL

fE: 4L
AR E
- BIT STRING
5 : ABARIE
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(2) FIERH ERE AR IREIK (extensions)

lauthorityKeyldentifier (2')7441)L 754 = FALSE)

authorityKeyldentifier EFIIAZERTEOLARRICET5i15H
keyldentifier ABASOERIF SHA-1 160bit
#1-OCTET STRING

{E: 2=—7%/ 15|

subjectKeyldentifier (©2')T4AJL25% = FALSE)

subjectKeyldentifier EFIEAEAE (AL EEAE) O LBRRDE R F
SHA-1 160bit

#1.0CTET STRING

E: 2 =—97%5/ (k5

keyUsage (9V)T4HILT75% = TRUE)

keyUsage BOBERAEN
&1 - BitString
{l£ :000001100(keyCertSign. cRLSign)

certificatePolicies () T«4HhILTIS% = FALSE)

Policylnformation RS —IZBE T 51EH
Policyldentifier RUS—DA TS HRID
#-0ID

{5:2 5 29 32 0 (AnyPolicy)

subjectAltName (9')T4HhILTS% = FALSE)

subjectAltName EFIIBAERMAE DAL ICET51HER
directoryName & & R4
countryName EFIIAEMAEOESL
EanE
# : PrintableString
{E:JP
organizationName BFIIAEmMAEEDOA#E2

e nE

Y- UTF8String
i : 35 4 3 AR R R R A
organizationalUnitName EFIAEMAADHABEAMA

{HB B A DE
&I : UTF8String
fif - $AEEEREL B
basicConstraints (4')F4HhJ)L 754 = TRUE)
basicConstraints E*E‘]ﬂ"ﬁ’\]
cA CA DNESHERTIZT
#1:BOOLEAN
{i: TRUE
cRLDistributionPoints (2')T4HJLF5% = FALSE)
cRLDistributionPoints CRL BB RICBI ¥ H1RH#
distributionPoint CRL E2# /R
fullName
directoryName CRLEHEADTALINIA
countryName CRL EEfi m DE %
E4 niE
# : PrintableString
fE:JP
organizationName CRL E2fi m D#EKE A
Hl4 D ME
&I . UTF8String
{if : LGPKI
organizationalUnitName |CRL E2fa i DA ERI R
R E LI 4 D E

&I : UTF8String
{i& : Organization CA U8
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22. Ky A v FurzrALL

5 AL SHBGERE AR IS B W CER S D, ik CA 2ORITSNDORZY X b

(CRL/ARL) 7 & 7 7 A N& -7,

22.1. CRL 7 u 7y A )V

(1) FEAzEK (Basic)

version

version

K AR I —TYRDIN—D3BE
& INTEGER
fig:1

signature

algorithmldentifier

algorithm

parameters

KR DEBLICFEASN=BETILT) X LDOERF
(ABRERESE/ v EB%)
EBET7ITVXLDATSIRID

#.0ID

{i5:12840 113549 1 1 11
EE7ILT) X LD

#-NULL

E: 750

issuer

countryName

organizationName

organizationalUnitName

RV RARRITEOER
SR
# : PrintableString
{E:JP
KN R RITE DAL
HB 4 DE
# . UTF8String
{if : LGPKI
K ARRITE OB EAI A
BT 4 D E
# . UTF8String
{iE : Organization CA U8

thisUpdate

thisUpdate L RAFDOEHAH
#1:UTC Time
{ig : yymmddhhmmssZ

nextUpdate

nextUpdate SR DO XREEHE
#1:UTC Time

i€ : yymmddhhmmssZ
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revokedCertificates

userGCertificate

revocationDate

crlEntryExtensions
reasonCode
(D)T4hITS5% = FALSE)

REEAES VT IVES

. INTEGER

H: 2 =—0BH
&K%hH

#1:UTC Time

{i : yymmddhhmmssZ
&) AT M) iaR RS
FEHRa—K

#1-ENUMERATED

fE:

keyCompromise(1)
cACompromise(2)
affiliationChanged(3)
superseded(4)
cessationOfOperation(5)

(2) BEVEPLIEAEK (extensions)

|authorityKeyldentifier (DYYT4HhILTS%S = FALSE)

authorityKeyldentifier

SN AMRTEDO AR OEAF SHA-1 160bit
#:OCTET STRING
{E: 2 =—297% /8151

cRLNumber (2")T45JLT5% = FALSE)

cRLNumber

EHIRALDES
E:INTEGER
f8: 1 =—U8HR

issuingDistributionPoint (2')T4HJL75% = TRUE)

issuingDistributionPoints
distributionPoint
fullName
DirectoryName
CountryName

OrganizationName

organizationalUnitName

onlyContainsUserCerts

CRL E2fn R ICEH 3 1R %R
CRL E2#i |

CRLEHRDTALIM)A
CRL EEfimDE%
E4 niE

# : PrintableString

f£:JP
CRL E2fi m D4H# 2
a4 DME
# . UTF8String
{if: LGPKI
CRL B2 m DAAME B &
T 4 D E
# . UTF8String
{iE : Organization CA U8
O —HEIBAEICHT EERNDANERT IS
#:BOOLEAN
{if : TRUE
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2.2.2. ARL 777> A)v
(1) EAR%EE (Basic)

version

version

K AR I —TYRDIN—D3BE
& INTEGER
{iE:1

signhature

algorithmldentifier

algorithm

parameters

KR DEBLICFEASN=BETILT) X LDOERF
(NS &/ v 1%
EBFITVXLDA TSI D
#.0ID
fi:12840 1135491 1 11
EETF7ILT)X LD
#-NULL
fi£: %40

issuer

countryName

organizationName

organizationalUnitName

R ARITEODEA
E 4 niE
#Y - PrintableString
fig:uP
L) ARFITE OHRBA
il 4 D ME
#4: UTF8String
{iE : LGPKI
KN R RITEDRBELLZ
B A2 D fE
#: UTF8String
{i : Organization CA U8

thisUpdate
thisUpdate L RAFDOEHAH
#1:UTC Time
{ig : yymmddhhmmssZ
nextUpdate
nextUpdate SR DO XREEHE
#1:UTC Time
i€ : yymmddhhmmssZ
revokedCertificates
userCertificate SEAE U7 IVEE
#1:INTEGER
fH: 2 =—0 8%
revocationDate C3]=|
#1:UTC Time
i€ : yymmddhhmmssZ
crlEntryExtensions LR T M) YRR
reasonCode EHa—F
(V) T4HI75%= FALSE)
1 ENUMERATED
fE:
keyCompromise(1)

cACompromise(2)
affiliationChanged(3)
superseded(4)
cessationOfOperation(5)
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(2) FIERH ERE AR IREIK (extensions)

|authorityKeyldentifier (D)T4HhITSY =FALSE)

authorityKeyldentifier K AMRITEDOLAFRBOBAF SHA-1 160bit
#1-OCTET STRING
i : 2 =—7% /315
cRLNumber (V)T 4H)LT5% = FALSE)
cRLNumber LM AFDES
I INTEGER
fif: 2 =—V B
issuingDistributionPoint (91T 4HJL75% = TRUE)
issuingDistributionPoints CRL B2 R I—B8 9 5 1H#R
distributionPoint CRL B2fim
fullName
DirectoryName CRL BBt DT s4LIRI4
CountryName CRLEBfimDER
E 4 0 fE
&: PrintableString
{E:JP
organizationName CRL Edfi m DA%
A DiE
Y- UTF8String
{iE : LGPKI
organizationalUnitName |CRL E2fm DA ERIH
A& E AL 4 D E
&I : UTF8String
{i& : Organization CA U8
onlyContainsCACerts CA SEEAEICH T 2D ANETT IS5
#1:BOOLEAN
{i£: TRUE

-15-



3. ¥H&k CAR2

Hfk CAR2 M OI3AT SN HMEEREAE, FIHAREAE, MAGRGEEAE, B C B4l
VU ZHFHER LR Y A F(CRL/ARL) 7' 2 7 7 A V&R 9,

3.1. FFAES w77 AL
M5 NSRS AR I B W GEA SN D, #li#k CAR2 O RITSNDFEHE Y 1

T 7 A IVERT,

3.1.1. BEIEHAE

(1) FEBAEFLARFEIK (Basic)

organizationName

organizationalUnitName

version
version EBFEAEIA—IVEDN—D3FBF
#:INTEGER
fE:2
serialNumber
certificateSerialNumber BEFILAEOVIT7ILVES
- INTEGER
ff: A =—0 8K
sighature
algorithmIdentifier BFIAEADERICERASN-HEE7ILIT) X LB F
(ABEES L/ \v R
algorithm EES7NITVXLDOFTOIHID
#-0ID
fiE:12840 1135491 1 11
parameters EET7ILT)X LD
FI-NULL
{E: %L
validity
validity B FEEEAE DA ZhHAR
notBefore B4G B B
#1:UTC Time
{ig : yymmddhhmmssZ
notAfter 2T HE
#1:UTC Time
{ig : yymmddhhmmssZ
issuer
countryName EFRAERTEOES
E4 niE
&Y : PrintableString
fE:JP

BFIIAERITEOHEBA (A A HEFHEBETER)
a4 DE
# . UTF8String
{if : LGPKI2
BFIIAERITEOHEBEAAA
HA&E L4 D E
#I: UTF8String
{i£ : Organization CA R2
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subject

countryName

organizationName

localityName

organizationalUnitName

organizationalUnitName

commonName

ETIAEMBEEDESR
ESEAYI]

&: PrintableString

fiE:uP
ETFIIFAEMAE ORI

#anE

&) UTF8String

{i& : Local Governments
ETFIIFAEMAEDOMIEA
3t 35 4 OD

&) UTF8String

E:#PERFRA (K
ETFIEREMAEOHEREMA

HEALDE

&1 :UTF8String

fE: A N EEL (KRR
BFIEAEMAEOHBEAIAL (+5)

HEMLDE

#4: UTF8String

{E: FRR AR 4 (EB)
BFIAEMAEOERAW
EF&HOE

#4: UTF8String

{5 e hek 2 ¥ (R

subjectPublicKeylnfo

subjectPublicKeyInfo

algorithmldentifier

algorithm

parameters

subjectPublicKey

BEFIIAEFRAEDOLARRICET H1ER
FETINTIVXLDOENF(AFHRES L/ WP 1%

RSAEncryption
EEF7ITVXLDAT IR D
#:.0ID

fiE:1 2 840 113549 1 1 1(RSAEncryption)
EE7ILT) X LD

- NULL

E: 750
A RRIE

#-BIT STRING

5 : ABAfRIE

(*5) B, =. $B4[Z. organizationalUnitName Z L TR I S, & organizationalUnitName [, O~

TEORMTERICAVLSIEMNHES,
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(2) FIEBH EFEAENLIEAEI (extensions)

lauthorityKeyldentifier (2')7441)L 754 = FALSE)

authorityKeyldentifier EFIIAZERTEOLARRICET5i15H
keyldentifier NERAROBAF SHA-1 160bit

#1-OCTET STRING

{E: 2=—7%/ 15|

subjectKeyldentifier (©2')T4AJL25% = FALSE)

subjectKeyldentifier EFIIAEMAEOLRBOEF
SHA-1 160bit

#1.0CTET STRING

E: 2 =—97%5/ (k5

keyUsage (9V)T4HILT75% = TRUE)

keyUsage BOBERAEN
&1 - BitString
{i€ : 110000000 (digitalSignature . nonRepudiation)

certificatePolicies (2 T4HhILTIS5% = TRUE)

policyInformation RS IZEET 51EH#
policyldentifier RS DATOHRID
#-0ID
fi£:12 392 20011010851 1 21
policyQualifiers R ST
policyQualifierlD RULEMHFOA TP ID
#:0ID
fE:136155721
qualifier CPS ~M7RA>43 (URI)

& :1A5String
{i& : https://www.lgpki.go.ip

subjectAltName (9')T4HhILTS% = FALSE)

subjectAltName EFIBAERMAE DAL ICET51HER
directoryName & & R4
countryName EFIIAEMAEOESL
E4 niE
&Y : PrintableString
fE:JP
organizationName EFIERAEMAFOHAEA
a4 DME

- UTF8String
{ : Local Governments 0) A A&
LocalityName EFIEBAEMAF DA
dthigk 4 D&

- UTF8String

i - FEFF RIS (BRFERT)
organizationalUnitName EFIIAEMAEOHGE A
BEALDE
#4: UTF8String
i A A HEAEL (AREFERED)
organizationalUnitName EFIIAEMAE DR B(IA (+6)
BEULDE
#1: UTF8String
f&:FTRE M4 (AARERERD)
commonName EFIIAERMAEEDOERAW
E&4MoE

#1: UTF8String

i : &4 F (AXRFERL)

(*6) B =. R4 (X, organizationalUnitName Z L THRIF T B, & organizationalUnitName &, O~
7TEOBTCERICAWSCEL XS,
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cRLDistributionPoints (2 T4hJL75% = FALSE)

cRLDistributionPoints CRL E2fi mI<BE ¥ 5183
distributionPoint CRL E2fim
fullName
DirectoryName CRLEHRRDT1LINIE
CountryName CRL B R DE%
E 4 niE
&Y PrintableString
fE:JP
OrganizationName CRL Eefi R D&
a4 DME
- UTF8String
{if : LGPKI2
organizationalUnitName CRL BB fi R D#HSE B (I 5
fHB B AR DE
- UTF8String
{iE : Organization CA R2
commonName CRLEfRDEHR%
E£ 4 DE
Y- UTF8String
{i : CRLLn>(*7)

7 TR —FERIEZ 5=, CRL1,CRL2,CRL3,:-,CRL(n>& n DiEHEZ D,
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3.1.2. FHATEAE

(1) FEFEHAGEIK (Basic)

version
version EFIRAEIF—IvbON—230B S
& :INTEGER
fE:2
serialNumber
certificateSerialNumber EFIIAZED 7 ILES
I INTEGER
fif: 2 =—VBH
signature
algorithmldentifier EFIIAE~DERICERASN-BES7ITIXLOEF
(AFRES L/ v %)
algorithm EEFIIVALDAT IR ID
#:0ID
fiE:12840 1135491 1 11
parameters ES7ILT) X LD
&:NULL
il %L
validity
validity EFIEBREOAE M
notBefore Bfts B B
:UTC Time
{i : yymmddhhmmssZ
notAfter 2T BF
:UTC Time
{i : yymmddhhmmssZ
issuer
countryName BEFIIAERTEDOES
E 4 niE
#Y - PrintableString
fig:uP
organizationName BEFEIAERTEOHEBA (AN HFEASZEITELR)
BanlE
#1: UTF8String
{if : LGPKI2
organizationalUnitName EFIIAZERTEOHGE LA
WEMLDE
Y- UTF8String
fi : Organization CA R2
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Subject

countryName

organizationName

localityName

organizationalUnitName

organizationalUnitName

commonName

ETIAEMBEEDESR
ESEAYI]
&: PrintableString
fiE:uP
ETFIIFAEMAE ORI
#anE
&) UTF8String
{i& : Local Governments
ETFIIFAEMAEDOMIEA
3t 35 4 OD
&) UTF8String
E:#PERFRA (K
ETFIEREMAEOHEREMA

HEALDE

&1 :UTF8String

fE: A N EEL (KRR
BFIIAEMAE OHEB B A4 (x8)

HEMLDE

#4: UTF8String

{E: RFEETREM4 (KFE
BFIAEMAEOERAW
EF&HOE

#4: UTF8String

{5 e hek 2 ¥ (R

subjectPublicKeylnfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIBAERAE DO ARRICRET51ER
EE7ITVXLOERF(ARRESE/ w1 EH)
EBEFITVXLDATSHIRID

#:.0ID

fi5:1 2 840 113549 1 1 1(RSAEncryption)
EE7INTVXLOFIH

- NULL

E: 750
A RRIE

#-BIT STRING

5 : ABAfRIE

(*8) B. =. $B4[Z. organizationalUnitName Z L TR I S, & organizationalUnitName [, O~

TEORMTERICAVLSIEMNHES,
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(2) REPA FARAEPL IR AEI (exten

sions)

lauthorityKeyldentifier (2')7441)L 754 = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAESRITEDOAREICET21EE
AEREOERF SHA-1 160bit

&4 OCTET STRING

f: 2 =—%/31F5]

subjectKeyldentifier (9')T4HJ)L 754 = FALSE)

subjectKeyldentifier

BFRRAERAEOLFRROBEAN T
SHA-1 160bit
#1: OCTET STRING
E: 2 =—9%/ 31+l

keyUsage (OUTA1HhILISHT =T

RUE)

keyUsage

BOERBM
&1 - BitString
{I£: 10100000 (digitalSignature . keyEncipherment)

extendedKeyUsage (VT4 AILTS%4 = FALSE)

KeyPurposeld

o A E B hE)
#-.0ID
fiEi:136155 7 3 2(clientAuth)

certificatePolicies (2')T«4HJ)LF75% = FALSE)

policylnformation
policyldentifier

policyQualifiers
policyQualifierID

qualifier

R IZEET 51E#HR

RS DATSHH D

#.0ID

fiE:12392 20011010851 7 21
R+
RIEHFDATOHH D
#.0ID

fE:136155721

CPS ~M7RA >3 (URI)

# . 1A5String

{i& : https://www.lgpki.gojp

subjectAltName (£2')T4HILTS% = FALSE)

subjectAltName
directoryName
countryName

organizationName

LocalityName

organizationalUnitName

organizationalUnitName

commonName

EFRAEMAETDORAICET51RER
A & Al &
EFIIAEMAEDES

E4DE

&Y - PrintableString

f5:JP

BFIAERESOHEEA
tHBa0E

#4: UTF8String

{i& : Local Governments M) HAER
EFIIREmMAEA DA
Hhigh 4 D fE

#4: UTF8String

i FEFFRE A (ARERT)
EFIIREMmAEADOHEBEAA
S EMADE

- UTF8String

fig: A2 EE4A (A REEREE)
B FALEAE A & D FH# B AL 4 (x9)
{HBEMAADE

- UTF8String

fE: T & M4 (AARERERD)
BFiIHAEMEEOBRFEAM
BH&FDE

- UTF8String

E: R4 % (AXRERE)
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(*9) B. =. 4. organizationalUnitName Z L THERIR T S, & organizationalUnitName [, O~
7TEORTEEICAWLSI LA HEKS,

issureAltName (9T 4HJLTS%4 = FALSE)

issureAltName EFIIAERTEDRRICEET 1]
directoryName RITE A
countryName EFIIRAERITEOES
E/0E
# - PrintableString
fE:JP
organizationName EFIIAERTEOHERA Gh A A HEEBEEETELR)

iR DfiE

Y- UTF8String

E: A A EFHEGRIER2
organizationalUnitName EFIIAERTEOHBEAAA
BB DE

&I : UTF8String

E:- @R/ R2

cRLDistributionPoints (ZY)T45J)L25% = FALSE)

cRLDistributionPoints CRL E2fh mI<BEd 518
distributionPoint CRL B2 fh ;1
fullName
directoryName CRLEEFRDTALIR)E
countryName CRL EBEfi M DE %
E 4 niE
#Y - PrintableString
fig:uP
organizationName CRL EEfi m DAl &
il 4 D ME
&I : UTF8String
{if : LGPKI2
organizationalUnitName CRL B3 R D #R &8 B (1 42
fHESEAADE

# . UTF8String
fi : Organization CA R2
commonName CRL B RDER A
E& 4 DE

# . UTF8String

{i : CRL<n>(*10)

(*10) TN —FEEHZ 57-18IZ,. CRL1,CRL2,CRL3,:-,CRL(n>& n DEHLEEZ 5,
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3.13. MHEBAEENE ( Rk CAR2 — BUNRALAT ) v ¥ CA)

(1) FERHEFAGEHIR (Basic)

organizationName

organizationalUnitName

Version
version BFILRAE 7A—IvbDN—Da 0 BEF
& :INTEGER
fE:2
SerialNumber
certificateSerialNumber EFIIAZED 7 ILES
I INTEGER
i : 2 =—07 8
signature
algorithmIdentifier EFIRAE~NDEBRICERASAES7ILI) X LOERF
(AFRES &/ v aEa%)
algorithm EET7INTVAXLOFTOIMID
#-0ID
fiE:128401135491 1 11
parameters EE7IT)X LD
&:NULL
il %L
Validity
validity EFIEBREOAE M
notBefore Bfts B B
:UTC Time
{i : yymmddhhmmssZ
notAfter 2T BF
:UTC Time
{i : yymmddhhmmssZ
[ssuer
countryName BEFIIAERTEOES
E 4 niE
#Y - PrintableString
fig:uP

BEFIIAERTEOHEBA (AL HEEHEBETER)
BaDE
#1: UTF8String
{if : LGPKI2
EFIIAERTEOHBHEAAA
WEMLDE
# . UTF8String
fi : Organization CA R2

organizationalUnitName

Subject
countryName EFIRAEMATOESL
E 4 niE
#Y - PrintableString
fig:uP
organizationName EFIIAERMAEOHR A (BATFRIIESE)
BanlE

# - UTF8String

i Japanese Government
EFIIAERMAEOHEBEAAA

BEULDE

# - UTF8String

{i& : BridgeCA
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SubjectPublicKeylnfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIAERAE O ABRICRETA1EH
EET7IIT)XLOEANF(LAFRRBES LNy 1BEH)
EBFITVXLDA TSI ID

#:.0ID

fi£:1 2 840 113549 1 1 1(RSAEncryption)
EETF7ILT)X LD

#-NULL

E: 4L
AR E
#1.BIT STRING

fif : ABARRE

(2)

AlE I A HEYL AR AR (extensions)

lauthorityKeyldentifier (2')74/)L 754 = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAERITEDOARBICEITSER
SR DR F SHA-1 160bit
#:OCTET STRING

{: a=—5% /315

subjectKeyldentifier (2Y)T4HhILT5% = FALSE)

subjectKeyldentifier

EBFIIAEMAE O AR O F
SHA-1 160bit

#J:OCTET STRING

fE: 2 =—7% /313

keyUsage (OUTAHhILISHT =T

RUE)

keyUsage

BOBERABM
# : BitString
{i& : 000001100(keyCertSign. cRLSign)

certificatePolicies (2Y)T«4#7JL7Z% = TRUE)

policylnformation
policyldentifier

policyQualifiers
policyQualifierID

qualifier

policyldentifier

policyQualifiers
policyQualifierID

qualifier

RS IZRET H1EE#
RYSDFAITSzHID
#:0ID

fiE:1 2392 20011010851 1 21
RS F

RYAEMF DT/ ID
#:0ID
fE:136155721

CPS ~DERA2 4 (URI)

& :1A5String

{i& : https://www.lgpki.go.jp
RS DATSHRID
#1-01D

fiE:1 2392 20011010851 7 21
R MAEHF

R AEMFDA TSI ID
#1-01D
fE:136155721

CPS ~MDRA> 4% (URI)

# - 1A5String

{[E : https://www.lgpki.go.jp

policyMappings (2T 4HIL 754 = TRUE)

issuerDomainPolicy

SubjectDomainPolicy

RITHEDEAL2 =R OID

#.0ID

fiE:12 392200110108 51 1 21
fHE FREESE CA DRAS =R OID
#.0ID

{i5:0 2 440 1001458 111 110
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issuerDomainPolicy

SubjectDomainPolicy

RITHE DR AL -7R1)< OID
#.0ID
fi£:1 2392 20011010851 7 21
FHE SRS S5E CA DR AL 7K OID
#1-0ID
{i:0 2 440 1001458 1 1 21 130

basicConstraints (2 T4HhIL 754 = TRUE)

commonName

BasicConstraints E*E‘]ﬂ:‘f@
cA CA MNESHERTIFY
#1:BOOLEAN
{i£: TRUE
policyConstraints (2 T4AHJLTS% = TRUE)
policyConstraints F'J“/ﬂ:’ﬁ'ﬂtﬁﬁ?’éﬁ*ﬁ
requireExplicitPolicy FEEAERY) S DEATREER
I INTEGER
fE:0
inhibitPolicyMapping RS TvEL S OFHIR
#:INTEGER
fi£:1
cRLDistributionPoints (2 T4HhJL75% = FALSE)
CRLDistributionPoints CRL E2fh s ICBE 3 B 1F#R
DistributionPoint CRL BE2fi
FullName
directoryName CRLEEFRDTALIR)E
countryName CRL EBEfi M DE %
E 4 niE
#Y - PrintableString
fig:uP
organizationName CRL EEfi m DAl &
il 4 D ME
&I : UTF8String
{if : LGPKI2
organizationalUnitName CRL B3 R D #R &8 B (1 42
fHESEAADE

# . UTF8String

fi : Organization CA R2
CRL B R DEHA
E& 4 DE

# . UTF8String

{1 : CRL<n>(*11)

(*11) M)A —EE#EZ B51-1KIZ, CRL1,CRL2,CRL3,"*-,CRL(n>E n DELHEZ B,

-26-




3.1.4. BCEB4LEHE
(1) FEBAEFLARFEIK (Basic)

organizationName

organizationalUnitName

version
version BEFIIAB 7A—IvbDON—Da VB E
I INTEGER
fE:2
serialNumber
certificateSerialNumber EFILREDV)T7ILVES
& :INTEGER
fH: 2 =—OBH
signhature
algorithmIdentifier EFIIAE~ANDELRICERASN-EBE7ITIXLOEF
(AFRRESE/ v %)
algorithm EE7ILTVXLDATSTHHID
#-0ID
fiE:128401135491 1 11
parameters FES7IILT) X LD
#I-NULL
{E: 4L
validity
validity EFIEBREOEHIM
notBefore BHtE B B
#1:UTC Time
{ig : yymmddhhmmssZ
notAfter €T BB
#1:UTC Time
{ig : yymmddhhmmssZ
issuer
countryName EFIRAERITEOESL
SR
# : PrintableString
fE:JP

EFEASERTEHEOMARSA (A AKX FASREER)
a4 DME
# . UTF8String
{iE : LGPKI2
EFIRAERTEOHABBEMAAL
BT 4 D E
# . UTF8String
{i£ : Organization CA R2
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Subject

countryName

organizationName

EFIRAEMAEEOESL
E 4 D fE
&: PrintableString
fi:JP
EFIIAEMASOHARA A HEFEBEITER)
BanE
#: UTF8String

organizationalUnitName

{l& : LGPKI2

EFIIRAEMAE MBS
BHEALOE
& - UTF8String

{i : Organization CA R2

subjectPublicKeyInfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIIAEMAEDARRICET 5i15Hk
EE7ITUVXLOERF(ARREES L/ W 1EA%)
EE7ILTVXLOATSIHH D

#:0ID

fi£:1 2 840 113549 1 1 1(RSAEncryption)
EE 7TV LD

#I-NULL

fE: 4L
AR E
- BIT STRING
5 : ABARIE

(2) FEBHEPLIEfEK (extension

s)

|authorityKeyldentifier (DYYT4HhIVTS% = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAERITEDOABEICEET51EE
AR OEAF SHA-1 160bit

&4 OCTET STRING

i : 2 =—273/51 5

subjectKeyldentifier (2 T4HhJIL 754 = FALSE)

subjectKeyldentifier

EFIIAEMAE D LARBOEF
SHA-1 160bit
#1:OCTET STRING
{E: 2 =—07% /315

keyUsage (V) T«4HhILIS% =TRUE)
keyUsage BOFEREN
£ - BitString

{i£: 000001100 (keyCertSign. cRLSign)

basicConstraints (2')F74AJL 754 = TRUE)

basicConstraints
cA

VNS k)
ADEIIERT IS
F4:BOOLEAN

{i5 : TRUE
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cRLDistributionPoints (2 T4hJL75% = FALSE)

cRLDistributionPoints CRL E2fi mI<BE ¥ 5183
distributionPoint CRL E2fim
fullName
DirectoryName CRLEHmDTALINIA
countryName CRL EEfr mDES
E 4 niE
&Y PrintableString
fE:JP
organizationName CRL EEfn R DA & (M5 2 H AR &SRS 2 48)
a4 DME
- UTF8String
{if : LGPKI2
organizationalUnitName CRL BB fi R D#HSE B (I 5
fHB B AR DE
- UTF8String
{iE : Organization CA R2
commonName CRLEfRDEHR%
E£ 4 DE
Y- UTF8String
{ili : CRL<n>(¥12)

(*12) TYRM)¥MR—FRIEZX 5=10IZ, CRL1,CRL2,CRL3,",CRL(n>E n DELEZ S,
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3.1.5. VAFEHE (HHRREEFER R2)

(1) FEFAEHAGEIK (Basic)

organizationName

organizationalUnitName

Version
version BFILRAE 7A—IvbDN—Da 0 BEF
& :INTEGER
fE:2
serialNumber
certificateSerialNumber EFIIAZED 7 ILES
I INTEGER
i : 2 =—07 8
Signature
algorithmIdentifier EFIRAE~NDEBRICERASAES7ILI) X LOERF
(AFRES &/ v aEa%)
algorithm EET7INTVAXLOFTOIMID
#-0ID
fiE:1 2840 113549 1 1 11 (sha256WithRSAEncryption)
parameters EE7IT)X LD
&:NULL
il %L
Validity
validity EFIEBREOAE M
notBefore Bfts B B
:UTC Time
{i : yymmddhhmmssZ
notAfter 2T BF
:UTC Time
{i : yymmddhhmmssZ
[ssuer
countryName BEFIIAERTEOES
E 4 niE
#Y - PrintableString
fig:uP

BEFIIAERTEOHEBA (AL HEEHEBETER)
BaDE
#1: UTF8String
{if : LGPKI2
EFIIAERTEOHBHEAAA
WEMLDE
# . UTF8String
fi : Organization CA R2

Subject

SIAENOERIZFANILORNEIZELD
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subjectPublicKeyInfo

subjectPublicKeyInfo

EFIHAEFRAEOLARRICETH1ER

algorithmldentifier EET7IIT)XLOEANF(LAFRRBES LNy 1BEH)
algorithm EET7NIAVXLOFTOIFID
#.0D
fi£:1 2 840 113549 1 1 1(RSAEncryption)
parameters EE7ILTUXLOTI#
#:NULL
E: 4L
subjectPublicKey DERIE

#.BIT STRING
i : N BARRIE

(2) FEBHEPLIEFEIK (extensions)

|authorityKeyldentifier DYUT1hIL

75% = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAERITEDOARBICEITSER
ASFREB OB A F SHA-1 160bit
#:OCTET STRING

{: a=—5% /315

subjectKeyldentifier (2Y)T4HILT5% = FALSE)

subjectKeyldentifier

EFIIAEMAE DO LARBOEF
SHA-1 160bit

#J:OCTET STRING

fE: 2 =—7% /313

keyUsage (V) T«4HhILTFS% =TRUE)
keyUsage BOBERAEN
&Y - BitString

{i& : 100000000(digitalSignature)

extendedKeyUsage (VT4 HILTS%4 = FALSE)

KeyPurposeld

& o> (% FA B 9 (538
#1-01D
fiE:136 1557 3 9(0CSPSigning)

id—pkix—ocsp—nocheck (2')T4HJLTS% = FALSE)

id—pkix—ocsp—nocheck

CVS SIEAZEDRIFEETT
&I OCTET STRING

{fE: null
certificatePolicies (¥')T4HhJLT7S5% = TRUE)
Policylnformation RS ICRET SRR

policyldentifier RS DA TSI ID

#:.0ID

fiE:1 2 392 200110 108 51 9 21

cRLDistributionPoints (Z2')F47)

L2354 =FALSE)

cRLDistributionPoints
distributionPoint
fullName
directoryName
CountryName

OrganizationName

organizationalUnitName

CRL B2 fim (B89 5153k
CRL E2#i |\

CRLEHEADTALINIA
CRL EEfi RDE4

E RO

# : PrintableString

{5 :JP

CRL E2fh m DAt
HE#E A DE

# . UTF8String

{lE : LGPKI2

CRL Bdfi m DA 1 4
tHBEALIA DE

#:UTF8String
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{iE : Organization CA R2
commonName RLEHFRDEHFA
EH 4 DE
&1 :UTF8String
{i : CRL<n>(*12)

(*12) TN MNR—FEIEZ B5=10IZ. CRL1,CRL2,CRL3, -, CRL(n>E n DELEZ D,
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3.1.6. U JiEEAE

(1) RERA & HEAEIK (Basic)

organizationName

organizationalUnitName

version
version BEFIIAB 7A—IvbDON—Da VB E
I INTEGER
fE:2
serialNumber
certificateSerialNumber EFILREDV)T7ILVES
& :INTEGER
fH: 2 =—OBH
signhature
algorithmIdentifier EFIIAE~ANDELRICERASN-EBE7ITIXLOEF
(AFRRESE/ v %)
algorithm EE7ILTVXLDATSTHHID
#:0ID
fiE:12840 1135491 1 11
parameters EET7ILT)X LD
#I-NULL
{E: 4L
validity
validity EFIEBREOEHIM
notBefore BHtE B B
#1:UTC Time
{ig : yymmddhhmmssZ
notAfter 2T B
#1:UTC Time
{ig : yymmddhhmmssZ
issuer
countryName EFRAERTEOES
E4 niE
# : PrintableString
fE:JP

EFIEAESRTEHEOMARSA (A AKX FASIREER)
a4 DME
# . UTF8String
{iE : LGPKI2
EFIRAERTEOHABBEMAAL
BT 4 D E
# . UTF8String
{i£ : Organization CA R2
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Subject

countryName

organizationName

EFIIAEBMAEEOES
E 4 D fE
&: PrintableString
fi:JP
EFIIAEMASOHARA A HEFEBEITER)
BanE
& - UTF8String
{l& : LGPKI2

organizationalUnitName

EFIIAEMAEOHEBEAAA
BEMBDIE
# . UTF8String

{i : Organization CA R2

subjectPublicKeyInfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIIAEMAEDARRICET 5i15Hk
EE7ITUVXLOERF(ARREES L/ W 1EA%)
ES7ITVXLOATSIHH D

#:0ID

fiE:1 2 840 113549 1 1 1(RSAEncryption)
EE 7TV LD

#I-NULL

fE: 4L
AR E

- BIT STRING

5 : ABARIE

(1) FEBHEPLIEREK (extension

s)

|authorityKeyldentifier (DYYT4HhIVTS% = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAERITEDOABEICEET51EE
AR OEAF SHA-1 160bit

&4 OCTET STRING

i : 2 =—273/51 5

subjectKeyldentifier (2 T4HhJIL 754 = FALSE)

subjectKeyldentifier

EFIIAEMAE D LARBOEF
SHA-1 160bit
#1:OCTET STRING
{E: 2 =—07% /315

keyUsage (OUTAHhILISHT =T

RUE)

keyUsage

ROEAEM
& - BitString
{i£: 000001100 (keyCertSign. cRLSign)

certificatePolicies (2')T4HJ)LT7Z% = FALSE)

Policylnformation
Policyldentifier

RSB Y 1R
RUS DA TSIk D
&:0D
{E:2 5 29 32 0 (AnyPolicy)

basicConstraints (2')F4HhJ)L25% = TRUE)

basicConstraints AR
cA CAMESHERT ISV
#1:BOOLEAN
fi§: TRUE
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cRLDistributionPoints (2 T4hJL75% = FALSE)

cRLDistributionPoints CRL E2fi mI<BE ¥ 5183
distributionPoint CRL E2fim
fullName
DirectoryName CRLEHmDTALINIA
countryName CRL EEfr mDES
E 4 niE
&Y PrintableString
fE:JP
organizationName CRL EEfn R DA & (M5 2 H AR &SRS 2 48)
a4 DME
- UTF8String
{if : LGPKI2
organizationalUnitName CRL BB fi R D#HSE B (I 5
fHB B AR DE
- UTF8String
{iE : Organization CA R2
commonName CRLEfRDEHR%
E£ 4 DE
Y- UTF8String
{ili : CRL<n>(¥13)

(*18) TYM)¥MNR—FRIEZX 5-10IZ, CRL1,CRL2,CRL3,",CRL(n>E n DELEZ S,
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32. YA T AL

5 AL ARG AEAR B W TEN S D, ik CAR2 2 bEITSND KLY A b

(CRI/ARL) & 7 7 A V&~

3.21. FL2CRLu77A)L

(1) HAfEIK (Basic)

version

version

K ARIF—TYRDN—D30BS
. INTEGER
{iE:1

signature

algorithmldentifier

algorithm

parameters

KNI AR DERIERAESN-ES7ILT) X LOEF
(ABEES L/ v 1A%
EE7ITYVXLDA TSR ID
&.0ID
fiE:12840 113549 1 1 11
EE7ILTVX LD
F:NULL
fi£: %40

issuer

countryName

organizationName

organizationalUnitName

KNI ARRITEOEA
RO
#Y - PrintableString
fig:uP
L) ARFITE OHERBA
il 4 D ME
#4: UTF8String
{if : LGPKI2
KN RNRITEDBERLA
RS 4 D fE
#1: UTF8String
{i£ : Organization CA R2

thisUpdate

thisUpdate L RAFDOEFHH
#1:UTC Time
i€ : yymmddhhmmssZ

nextUpdate

nextUpdate LI RADOREEHE
#1:UTC Time

{ig : yymmddhhmmssZ
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revokedCertificates

userGCertificate

revocationDate

crlEntryExtensions
reasonCode
(D)T4hITS5% = FALSE)

REEAES VT IVES

. INTEGER

H: 2 =—0BH
&K%hH

#1:UTC Time

{i : yymmddhhmmssZ
&) AT M) iaR RS
FEHRa—K

#1-ENUMERATED
fE:
keyCompromise(1)
cACompromise(2)
affiliationChanged(3)
superseded(4)

cessationOfOperation(5)




(2) EEMEYLAEFAIK (extensions)

|authorityKeyldentiﬁer (D)T4HhITSY =FALSE)

authorityKeyldentifier L) AMRITEOARROEAF SHA-1 160bit
& .OCTET STRING
{lE: 2=—%% /3151

cRLNumber (91 T74hJL75% = FALSE)

cRLNumber EHMIRAFDOES
#I-INTEGER
E: 2 =——O7 8
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3.22. R4 CRL 77 AV

(1) FeAsEK (Basic)

version

version

. INTEGER
{iE:1

signature

algorithmldentifier

algorithm

parameters

(DRSS L/ v 1BEHD)

#.0ID

fi:12840 1135491 1 11
EETF7ILT)X LD

#-NULL

fi£: %40

issuer

countryName

organizationName

organizationalUnitName

KNI ARRITEOEA
RO
#Y - PrintableString
fig:uP
L) ARFITE OHERBA
il 4 D ME
#4: UTF8String
{if : LGPKI2
KN RNRITEDBERLA
RS E 4 DfE
#4: UTF8String
{i£ : Organization CA R2

thisUpdate

thisUpdate LI RAFDEFH
#1:UTC Time
i€ : yymmddhhmmssZ

nextUpdate

nextUpdate LI RADOREEHE
#1:UTC Time

{ig : yymmddhhmmssZ
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K ARIF—TYRDN—D30BS

KRR DEBRIZEASN-BEET LT X LOHERF

EE7ILT)XLOATSIIRID




revokedCertificates

userGCertificate

revocationDate

crlEntryExtensions
reasonCode
(D)T4hITS5% = FALSE)

REEAES VT IVES

. INTEGER

H: 2 =—0BH
&K%hH

#1:UTC Time

{i : yymmddhhmmssZ
&) AT M) iaR RS
FEHRa—K

#1-ENUMERATED
fE:
keyCompromise(1)
cACompromise(2)
affiliationChanged(3)
superseded(4)

cessationOfOperation(5)




(2) EEMEYLAEFAIK (extensions)

|authorityKeyldentifier (D)T4HhITSY =FALSE)

authorityKeyldentifier

L) AMRITEOARROEAF SHA-1 160bit
& .OCTET STRING
{lE: 2=—%% /3151

cRLNumber (£ T74hJL75% =FALSE)

cRLNumber

KHIRALDES
& INTEGER
E:1=—VL8H

issuingDistributionPoint (91T 4HJL75% = TRUE)

issuingDistributionPoints
distributionPoint
fullName
DirectoryName
CountryName

OrganizationName

organizationalUnitName

commonName

onlyContainsUserCerts

CRL E2fimI<B8 9 5183
CRL E¢fim

CRLEBfimDTa4L U4
CRL EEfi mDE4
E 4 0 fE
&: PrintableString
fi:JP
CRL E2fh m D42
HB 4 DE
#: UTF8String
{if : LGPKI2
CRL E2fi m DRI BRI
A& E AL 4 D E
# - UTF8String
{i£ : Organization CA R2
CRLEfmRODEE%
BHL£20DIE
# - UTF8String
{l : CRL<n>(*14)
0 —HERAEICHT IENDADETRT ISV
#:BOOLEAN
{i£: TRUE

(*14) TN —FEEHEZ 57-18IZ, CRL1,CRL2,CRL3,:-,CRL<n>& n DEHL#EZ S,
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3.23. ARL7ua 771V
(1) EAR%EE (Basic)

version

version

K AR I —TYRDIN—D3BE
& INTEGER
{iE:1

signhature

algorithmldentifier

algorithm

parameters

KR DEBLICFEASN=BETILT) X LDOERF
(NS &/ v 1%
EBFITVXLDA TSI D
#.0ID
fi:12840 1135491 1 11
EETF7ILT)X LD
#-NULL
fi£: %40

issuer

countryName

organizationName

organizationalUnitName

R ARITEODEA
E 4 niE
#Y - PrintableString
fig:uP
L) ARFITE OHRBA
il 4 D ME
#4: UTF8String
{i& : LGPKI2
KN R RITEDRBELLZ
B A2 D fE
#: UTF8String
{i : Organization CA R2

thisUpdate
thisUpdate L RAFDOEHAH
#1:UTC Time
{ig : yymmddhhmmssZ
nextUpdate
nextUpdate SR DO XREEHE
#1:UTC Time
i€ : yymmddhhmmssZ
revokedCertificates
userCertificate SEAE U7 IVEE
#1:INTEGER
fH: 2 =—0 8%
revocationDate C3]=|
#1:UTC Time
i€ : yymmddhhmmssZ
crlEntryExtensions LR T M) YRR
reasonCode EHa—F
(V) T4HI75%= FALSE)
1 ENUMERATED
fE:
keyCompromise(1)

cACompromise(2)
affiliationChanged(3)
superseded(4)
cessationOfOperation(5)
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(2) BB#EHLREMEE (extensions)

|authorityKeyldentifier (D)T4HhITSY =FALSE)

authorityKeyldentifier RENRARITEDOLARRBOERIF SHA-1 160bit
#1-OCTET STRING
fE: 2=—0% 3/ 5
cRLNumber (V)T 4H)LT5% = FALSE)
cRLNumber LM AFDES
I INTEGER
i : 2 =—07 8
issuingDistributionPoint (91T 4HJL75% = TRUE)
issuingDistributionPoints CRL B2 R I—B8 9 5 1H#R
distributionPoint CRL B2fim
fullName
DirectoryName CRLEBfimDTa4L U4
CountryName CRLEBfimDER
E 4 0 fE
&: PrintableString
{E:JP
organizationName CRL Edfi m DA%
A DiE
Y- UTF8String
{i& : LGPKI2
organizationalUnitName |CRL E2fm DA ERIH
A& E AL 4 D E
&I : UTF8String
{i£ : Organization CA R2
commonName CRLEfRDEHR%
EE4anE
&I : UTF8String
fi£ : CRL<n>(*15)
onlyContainsCACerts CA SEEAEICH T 2D ANETT IS5

#1:BOOLEAN
{i& : TRUE

(*15) TN —FEEHZ 57-18IZ, CRL1,CRL2,CRL3,:-,CRL(n>& n DEL#EZ S,
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4. 77V 4 — a3 CAR2 (PS)

77V r— a3 CAR2 PO RITEIND Web H— NGEHE, HABAGEHER O
%) A RM(CRL) ' v 7 7 A Va1,

4.1. FERHE 077 AL
5 NS AR RE R I B W GERH SND, 77U 7r—v a3 CAR2 M LRITS
LREAET 0 7 7 A )V EIRT,

4.1.1.Web ¥ — ZFBHE

(1) FEAA A GEIK (Basic)

version
version EBFEAEIA—IVEDN—D3FBF
#:INTEGER
fE:2
serialNumber
certificateSerialNumber BEFILAEOVIT7ILVES
- INTEGER
E: a=—oL BN
sighature
algorithmIdentifier EBFIIAB~NDERICERASIBE7ITIXLOBEF
(ABEES L/ \v R
algorithm EES7NITVXLDOFTOIHID
#-0ID
fiE:128401135491 1 11
parameters EST7ILTYVXLDGIH
FI-NULL
{E: %L
validity
validity B FEEEAE DA ZhHAR
notBefore B4G B B
#1:UTC Time
{ig : yymmddhhmmssZ
notAfter 2T HE
#1:UTC Time
{ig : yymmddhhmmssZ
issuer
countryName EFIRAERTEOES
E4 niE
# : PrintableString
fE:JP
organizationName EFIIAERTEOHES (A AKX AEEGZEMER)
a4 DE
# : PrintableString
fif : LGPKI
commonName BFIIAERITEDO— A
— A& DIE
&Y - PrintableString
{i£ : Application CA R2
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subject

BERAROHBRI=HS

subjectPublicKeylnfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIIASMAEOLARRICETHER
EE7IT)XLDOENF(AFRESE/ v 1BH)
EE7ITYVXLDA TSR ID

#.0ID

fiE:1 2 840 113549 1 1 1(RSAEncryption)
EE7ITUXLOTIE

F-NULL

E:7L
2R E
&4 BIT STRING
fif : A BAGRE
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(2) FEW EPLaRfEIE (extensions)

|authorityKeyldentifier (D)T4HhITSY =FALSE)

authorityKeyldentifier
keyldentifier

EFIIAESRITEDOAREICET21EE
AEREOERF SHA-1 160bit

&4 OCTET STRING

f: 2 =—%/31F5]

subjectKeyldentifier (©2')T4AJL25% = FALSE)

subjectKeyldentifier

BFRRAERAEOLFRROBEAN T
SHA-1 160bit
#1: OCTET STRING
E: 2 =—9%/ 31+l

keyUsage (OUTA1HhILISHT =T

RUE)

keyUsage

BOERBM
&1 - BitString
{I£ : 101000000(digitalSignature . keyEncipherment)

extendedKeyUsage (VT4 AILTS%4 = FALSE)

KeyPurposeld

FRLEERR X))
#-0ID
fi£:136 15573 1(serverAuth)

subjectAltName (9')JT4HhILTS% = FALSE)

dNSName

H—/30 FQDN
& :1A5String
fig : —/3 FQDN

certificatePolicies (2)T«4HJL75% = FALSE)

policylnformation
policyldentifier

policyQualifiers
policyQualifierID

qualifier

R ICEET S1FER
RS DATSHRID
&.0ID
fiE:1 2392 20011010 8 5 1 3 21
R AGHF
RYAEMF DA T I ID
&.0ID
fE:136155721
CPS ~MDRA> % (URI)
& :1A5String
{i& : http://Igpkir2.lgwan jp/

cRLDistributionPoints (Z2')F47)

L2354 =FALSE)

cRLDistributionPoints
distributionPoint
fullName
uniformResourceldentifier

uniformResourceldentifier

CRL B2 m (B89 5153k
CRL E2#i |\

CRL E2fi R ® URL
Y :1A5String
{i& : http://Igpkir2.lgwan jp/CRL/AppCAR2Cr.cr
CRL E2f m® URL
& :1A5String
i
Idap://Idapr2.Igwan. jp/CN=Application%20CA%20R2,0=LGPKI,C=J
P?certificateRevocationList




4.1.2. BCEB4LIEHE

(1) FERAFE AT (Basic)
version
version BFILRAE 7A—IvbDN—Da 0 BEF
& :INTEGER
fE:2
serialNumber
certificateSerialNumber EFIIAZED 7 ILES
& INTEGER
E: 2=—VLEH

signature
algorithmldentifier

BTN E~DER I BEASNEE 7 LT XLOBIT

(ARREES L/ w1 %)
EET7IITVAXLOATSHIRID

algorithm
#-0ID
fiE:128401135491 1 11
parameters ES7ILT) X LD
&:NULL
il %L
validity
validity EFIEBREOAE M
notBefore Bfts B B
. UTC Time
{i : yymmddhhmmssZ
notAfter LT HE
. UTC Time
{i : yymmddhhmmssZ
issuer
countryName BEFIIAERTEOES
E 4 niE

organizationName

commonName

#Y - PrintableString
fig:JP
BEFEIAERTEOHEBA (AN HFEASZEITELR)

BaDE

#Y - PrintableString

{if : LGPKI
EFIIAERITED—R4A
— A DIE

# : PrintableString

fi£ : Application CA R2

-47-



subject

countryName

organizationName

commonName

ETIAEMBEEDESR
ESEAYI]

&: PrintableString

fiE:uP
ETFIIFAEMAEOREA G A A XEHES R ER)

#anE

&: PrintableString

fif : LGPKI
ETFIIFAEMAED— A
— kA DfE

&: PrintableString

{i& : Application CA R2

subjectPublicKeyInfo

subjectPublicKeyInfo
algorithmldentifier
algorithm

parameters

subjectPublicKey

EFIIAEMAEDARRICET 5i15Hk
EE7ITUVXLOERF(ARREES L/ W 1EA%)
EE7ILTVXLOATSIHH D

#:0ID

fi£:1 2 840 113549 1 1 1(RSAEncryption)
EE 7TV LD

#I-NULL

fE: 4L
AR E

- BIT STRING

5 : ABARIE

(2) FIEFAELEEMEPLIRAEIK (extensions)

|authorityKeyldentifier (DYT4HhILTS%4 = FALSE)

authorityKeyldentifier
keyldentifier

EFIIAERITEDOABEICEET51EE
AR OEAF SHA-1 160bit

&4 OCTET STRING

{E: A=—J%/ 1151

subjectKeyldentifier (2 T4HhJIL 754 = FALSE)

subjectKeyldentifier

EFIIASMAS b AL KEAE) OO HERF
SHA-1 160bit
&4 OCTET STRING
i : 2 =—273/51 5

keyUsage (V) T1HhILTIS% =TRUE)
keyUsage BOFEREN
£ - BitString

{i£ :000001100(keyCertSign. cRLSign)

basicConstraints (2')74AJL 754 = TRUE)

basicConstraints
cA

AEHIE
ANESIETRT ISV

#-BOOLEAN

{i& : TRUE
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42. R YR N T 77 A4
Hi 7 A 2L AR AR I B W S s, 77— a2 CA R2 BRITSH
HRHY A NMCRLY T v 7 7 A )V ERT,

421. CRL7a7r AN

(1) FeARfElk (Basic)
version
version LM AR TA—TYRDN—D 3V EE
& :INTEGER
E:1
signature
algorithmldentifier KNI RACADELIZEASN=BE7ILT) X LOERIF
(AR L/ \Y 18D
algorithm EBF7ILIVXLDAT IR ID
#:0ID
fiE:12840 1135491 1 11
parameters EE7IT)X LD
&:NULL
il %L
issuer
countryName RV RARRITEOER
SR
# : PrintableString
{E:JP
organizationName S 3h) AR ITE O HEA
HB 4 DE
&Y : PrintableString
{if : LGPKI
commonName KN R RITED— A
— A DIE
&Y - PrintableString
{i& : Application CA R2
thisUpdate
thisUpdate L RAFDOEHAH
#1:UTC Time
i€ : yymmddhhmmssZ
nextUpdate
nextUpdate SR DO XREEHE
#1:UTC Time
{ig : yymmddhhmmssZ
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revokedCertificates

userCertificate EEEAES U7 IVES

& :INTEGER

i : 2 =—08H
revocationDate KB

#1:UTC Time

{i : yymmddhhmmssZ
criEntryExtensions &) AT M) iaR RS

reasonCode EHRI—F

(DUT4HITZ5% = FALSE)
#1-ENUMERATED

fE:

keyCompromise(1)
cACompromise(2)
affiliationChanged(3)
superseded(4)
cessationOfOperation(5)

(2) BEAEPL IR FEI (extensions)

lauthorityKeyldentifier (2')74/1)L75% = FALSE)

authorityKeyldentifier SN AMRTEDO AR OEAF SHA-1 160bit

#J:OCTET STRING
{E: 12 =—% /3151

cRLNumber (2')T45JLT5% = FALSE)

cRLNumber L) RAFDES
- INTEGER
E: 2 ——J7 8
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5. Security Communication RootCA2
ta LT AN RT AR ASHDEMN T 5 Security Communication RootCA2 726
AT S D ML CA GEFIFE, OCSP H— SiEFEK ULZH Y 2 M(CRL) 7' 1 7 7 A LD
TlX. Security Communication RootCA {7 CA GEER U TNIRT,
https://repository.secomtrust.net/SC-Root2/

6. Ea A/RAGR— K for Web SR3.0 —E X

Ta A TA N RAT LAAEASENEHTH EaLEI L/ NAKR—F for Web SR3.0
P—EANLIITIND Web H— 35EE (OV GEE) OCSP H— NGEBE K OV Y
Z MCRL) a2 7 7 A MZHOWTIE, B2 LA R— | for Web SR #EEF ZEBHERY &
[haba e B

https://repol.secomtrust.net/spcpp/pfw/pfwsrdca/

a3 L/ NAKR— K for Web SR3.0 #—E &%, Security Communication RootCA2 & ®
PR x5,

7. a2 LRAR— 1 for PubliclD H—E =X

AL F TR AT AZIRASHPEN T 5 a2 L3 ZR— | for PublicID #—t X
MHIIT SN D A —/VHREAE, SCEFES HBEGENE. OCSP ¥— \GEHE & il CA
REER OV U A M(CRL) 'R 7 7 A WZDOWTIL, B2 L/SAFR— K for Member 2.0
PUB GEHERY VIR T,

https://repol.secomtrust.net/spcpp/pfm20pub/

https://repol.secomtrust.net/root/docrsa/

23 L/NAKR— K for PublicID #—t A%, Security Communication RootCA2 & D
JEEE 2 LD,

8. SECOM Document Signing RSA Root CA 2023

ta L F TR NIRRT AZIERAESHDEH TS SECOM Document Signing RSA Root
CA 2023 7»BF1T 415 T CA FEFIE, OCSP H— NiEEK O Y 2 M(CRL) 7' =
7 7 A WIZOWTIE, SECOM Document Signing RSA Root CA 2023 T{7. CA FEERY
AN,

https://repol.secomtrust.net/root/docrsa/
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